視覺資訊安全之研究：以平面RGB顯示為例
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Visual Security which is differ from traditional cryptography wasproposed in recent years. Visual Security does not need anycryptographic theory nor cryptographic algorism. The way tocryptograph is breaking down original image into several shared imagesand each sheared image can not indicate the full information oforiginal image. To decrypt we just need overlap these shared imagesand using human vision to obtain the original information. We discussthree Visual Security techniques base on RGB. During crypt we alsousing disperse RGB and drop-off image degree to hide the originalinformation. These ways extend the spirit of traditional VisualSecurity, and provide a very simple way to decrypt-human vision. Interms of security, base on pixel extend and 24-bits full color modethe probability of decrypt will be 1/4/sup m*n/. This indicate thatthe cryptographic information can not be obtained from any singleshare images.

