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A deniable authentication protocol should satisfy the property that only the intended receiver authenticates the sender's identity of received messages. On the other hand, the receiver cannot prove the sender's identity to the third party. Although the sent message is deniable for the sender, the sender still has no evidence to prove that he/she sent the message to prevent the receiver's implication. Therefore, a deniable authentication protocol with sender protection is first proposed. Keywords: Non-interactive, deniable authentication protocols, concurrent signatures, authentication

